Genel BİLGİ

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Soyadı |  | | Adı |  |
| Telefon |  | | E-Posta |  |
| Kurum / Birim |  | | | |
| Tarih |  |  | | |

OLAY AYRINTILARI

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Önem Derecesi | | | | | | | | | | | | | | | | | | | | | |
|  | Düşük |  | Orta | | | | | |  | | | Yüksek | | | | | | | |  | Kritik |
|  | | | | | | | | | | | | | | | | | | | | | |
| Olayın Tanımı | | | | | | | | | | | | | | | | | | | | | |
|  | Yetkisiz Giriş | | | | | | | |  | Yazılım Arızası | | | | | | | | | | | |
|  | Virüs / Solucan / Trojan | | | | | | | |  | Web sitesinin hack edilmesi | | | | | | | | | | | |
|  | Tehdit / E-Posta Bombardımanı | | | | | | | |  | Copyright Usulsüzlüğü | | | | | | | | | | | |
|  | Fraud / Spam | | | | | | | |  | Müstehcen veya çirkin mesaj gelmesi | | | | | | | | | | | |
|  | Güvenlik Açıklarından Faydalanma | | | | | | | |  | Diğer *(Açıklayınız)* | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Ek Bilgiler | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Polis bina ve çevresinde saldırı veya hırsızlık teşebbüsü gerçekleştiğine dair kanıt tespit etmiş midir? | | | | | | | | | | | | | | | | | | | | | |
|  | Evet | | | |  | Hayır | | | | | | | | | |  | | | Bu tür bir olay gerçekleşmedi | | |
| Olayın Kapsadığı Kişiler *(Lütfen İşaretleyiniz)* | | | | | | | | | | | | | | | | | | | | | |
|  | Sistem Birimi | | | | | | | |  | | | Network Birimi | | | | | | | | | |
|  | İnsan Kaynakları Birimi | | | | | | | |  | | | Bilgi Güvenliği Birimi | | | | | | | | | |
|  | Polis Karakolu | | | | | | | |  | | | Diğer: | | |  | | | | | | |
|  |  | | | | | | | |  | | |  | | |  | | | | | | |
| Daha önce buna benzer olay(-lar) yaşandı mı? | | | | | | | | | | | | | | | | | | | | | |
|  | Evet (*Ayrıntılar bölümüne yazınız)* | | |  | | | Hayır | | | | | | | | | |  | Bilinmiyor | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Ayrıntılar | | | | | | | | | | | | | | | | | | | | | |
| Tarih ve Açıklama | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Faillerin kimlikleri biliniyor mu? | | | | | | | | | | | | | | | | | | | | | |
|  | Evet | | | | | | | |  | | | Hayır | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Faillerden tanıdığınız kimseler mi? | | | | | | | | | | | | | | | | | | | | | |
|  | Evet | | | | | | | |  | | | Hayır | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Önemli veya kritik bilgiler başkalarının eline geçmiş midir? | | | | | | | | | | | | | | | | | | | | | |
|  | Evet *(Ayrıntılar bölümüne yazınız)* | | |  | | | Hayır | | | | | | | | | |  | Bilinmiyor | | | |
| Ayrıntılar | | | | | | | | | | | | | | | | | | | | | |
| Açıklamalar | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
| Olay sonrasında zarar gördüğü belirlenen Bilgisayar Sistemleri, Donanımlar veya Yazılımlar: | | | | | | | | | | | | | | | | | | | | | |
|  | Windows Server İşletim Sistemi | | | | | | |  | | | E-Posta Sistemi | | | | | | | | | | |
|  | Windows İşletim Sistemleri | | | | | | |  | | | EBYS Sistemi | | | | | | | | | | |
|  | Network Donanımları | | | | | | |  | | | Diğer | |  | | | | | | | | |
| Alınan Karşı Önlemler | | | | | | | | | | | | | | | | | | | | | |
|  | Yok | | | | | | |  | | | Yedek Datalar Restore Edildi. | | | | | | | | | | |
|  | Bilgisayarların ağ bağlantısı iptal edildi. | | | | | | |  | | | Dosyalar Şifrelenerek Yedeklendi | | | | | | | | | | |
|  | Tüm sabit disklere virüs taraması uygulandı. | | | | | | |  | | | Bilgisayarlar fiziksel olarak güvenli ortama aktarıldı | | | | | | | | | | |
|  | Virüs tanımlamaları güncellendi. | | | | | | |  | | | Diğer | | |  | | | | | | | |
| Ek Açıklamalar | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | | | | | | |

GÜVENLİK departmANI

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Sorunun Çözülmesinde Görevlendirilen Personel(-ler) | | | | |
|  | Sistem Yönetimi Birimi |  | İmza |  |
|  | Ağ Yönetimi Birimi |  | İmza |  |
|  | Diğer Yönetici |  | İmza |  |
|  | | | | |
| Olay(-lar) için Soruşturma Yapılmasına Gerek Duyuluyor mu? | | | | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Evet | |  | Hayır |
|  | | | | |
| Olayla Oluşan Hasar Miktarı | |  |  | |
|  | | | | |
| Bilgi Güvenliği Birim Sorumlusu İmza | |  |  | |
|  | | | | |
| Tarih | |  |  | |

Olay sonucunda sorumluluk alanlarına müdahale edilmiş olan tüm personel sorunun giderilmesine yönelik almış oldukları önlemlere dair ayrıntılı bir rapor sunacaklardır.